**KingSCADA3.8安全补丁更新公告**

2024年02月28日，国家信息安全漏洞共享平台（CNVD）向我司通报了1个漏洞，具体的漏洞信息如下：

CNVD-C-2024-92247    亚控科技KingSCADA3.8存在命令执行漏洞

漏洞描述：KingSCADA是一款面向中、高端市场的SCADA产品，具有集成化管理、模块式开发、可视化操作、智能化诊断及控制等特点。 北京亚控科技发展有限公司KingSCADA存在命令执行漏洞，攻击者可利用该漏洞执行任意命令。针对上述漏洞，我司及时采取措施，KingSCADA3.8版本进行漏洞验证与修复，安全补丁文件详情如下：

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| 序号 | 漏洞名称 | 发现时间 | 补丁发布时间 | 补丁文件 | 影响产品 | 修复方法 |
| 1 | KingSCADA3.8存在命令执行漏洞 | 2024.02.28 | 2024.03.29 | KingSCADA3.8\_20240329\_mini | KingSCADA3.8 | 替换补丁文件即可 |

为有效应对以上漏洞带来的安全威胁，建议还在使用KingSCADA3.8的用户及时下载对应补丁文件进行修复。

北京亚控科技发展有限公司
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